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Abstract:
To facilitate access to online social networks, an underground market has emerged where fraudulent accounts - automatically generated credentials used to perpetrate scams, phishing, and malware - are sold in bulk by the thousands. We investigate the market for fraudulent accounts to monitor prices, availability, and fraud perpetrated by 27 merchants of Twitter accounts over the course of a 10-month period. We use our insights to develop a classifier to retroactively detect several million fraudulent accounts sold via this marketplace, 95% of which we disable with Twitter's help.
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